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# 目的

本规范规定了XXX单位信息安全技术项目保密协议书模板。

# 适用范围

本规范适用于XXX单位信息安全技术项目。

# 保密协议书

附件1 保密协议书

**保密协议书**

本安全协议由以下双方签订：

甲方：

乙方：

**第一条 总则**

本协议各方有必要向对方提供某些专有信息（“保密信息”）。披露此类保密信息的一方应为“甲方”，接受此类保密信息的一方应为“乙方”。

通过本协议，在甲乙双方在开展业务合作的过程中，预防乙方提供的服务及产品和人员的行为给XXX单位带来的信息安全潜在风险。

**第二条 协议条款**

1. 甲乙双方必须遵守国家颁发的有关安全生产、技术规范、制度和规定。
2. 甲乙双方都应有安全管理组织体制，有专职和兼职的负责人，乙方成员在为甲方提供服务或产品期间必须严格执行和遵守甲方的安全生产、防火管理的各项规定，严格遵守甲方的安全操作规程。
3. 乙方不得将甲方的保密信息透露给任何第三方，而应尽力避免由于疏忽将保密信息披露给任何第三方。
4. 乙方不应使用甲方的保密信息也不应在自己的组织内流通，除非是为与甲方人员或授权代表商谈、讨论和协商之需或在本协议签署后经甲方书面授权的任何目的。
5. 所有由甲方提供给乙方的材料，包括但不限于文件、设计和清单应仍为甲方的财产，且甲方要求时应立即归还原件和所有据此制作的副本。
6. 甲方提供乙方正常的技术研究，开发条件和业务拓展的空间，努力创造有利于乙方发展的机会。
7. 乙方若承担XXX信息系统的开发工作，软件编码必须规范，应杜绝如下行为：

A、内置后门

B、设置恶意代码和病毒代码

C、应用软件代码存在安全漏洞

1. 乙方提供的产品（包括软硬件及独立开发的软件编码）在上线前必须有国家权威机构提供的测试证明，并按单位相关要求进行上线测试后才能投入运行。
2. 乙方未经批准、不准复印、摘抄、 随意或恶意拿走甲方秘密文件、电脑软、硬件等。
3. 乙方应妥善谨慎保管和处理甲方及其客户之机密信息资料及固定资产、如有遗失应立即报告并采取补救措施挽回损失。

**第三条 违约责任**

1. 乙方违反此协议，甲方有权无条件解除聘用合同，并取消或收回有关待遇。
2. 本协议同合同正本同日生效，甲、乙双方必须严格执行，由于违反本协议而造成事件，由违约方承担一切经济损失。
3. 以上违约责任的执行，超过法律、法规赋予双方权限的，申请仲裁机构仲裁或向法院提出起诉。

经签署，签字人保证是经正式授权代表签署本协议。

甲方：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

签字：（授权签字） \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

乙方：\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

签字：（授权签字）\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

日期：\_\_\_\_\_年\_\_\_\_月\_\_\_日